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	Reason for change:
	The contribution proposes to update the following changes,

1. Replacing the Slice Selection Request message with the service-based invocation as described in the TS 23.502.

2. Adding “the S-NSSAI from the Configured NSSAI for the HPLMN” in the request sent from AMF to NSSF during PDU Session Establishment procedure.
According to the TS 23.501, the UE may provide S-NSSAI from the Allowed NSSAI and an S-NSSAI with the corresponding value from the Configured NSSAI for the HPLMN to establish a PDU Session in a Network Slice.

“5.15.5.3
Establishing a PDU Session in a Network Slice

The establishment of a PDU Session in a Network Slice to a DN allows data transmission in a Network Slice. A PDU Session is associated to an S-NSSAI and a DNN. A UE that is registered in a PLMN and has obtained an Allowed NSSAI, shall indicate in the PDU Session Establishment procedure the S-NSSAI according to the NSSP in the URSP and, if available, the DNN the PDU Session is related to. The UE includes the appropriate S-NSSAI from the Allowed NSSAI and, if mapping of the Allowed NSSAI to the Configured NSSAI for the HPLMN was provided, an S-NSSAI with the corresponding value from the Configured NSSAI for the HPLMN.
……
If the AMF is not able to determine the appropriate NRF to query for the S-NSSAI provided by the UE, the AMF may query the NSSF with this specific S-NSSAI, location information, PLMN ID of the SUPI. The NSSF determines and returns the appropriate NRF to be used to select NFs/services within the selected Network Slice instance. The NSSF may also return an NSI ID identifying the Network Slice instance to use for this S-NSSAI.”

Based on the above description, if the AMF needs to query NSSF to obtain the appropriate NRF to be used to select NFs/services within the selected Network Slice instance, the AMF sends the S-NSSAI of the Allowed NSSAI received from UE to the NSSF. However if the NSSAI mapping in network is not 1:1 unique, the NSSF can’t map the S-NSSAI of the Allowed NSSAI back to the Configured S-NSSAI for HPLMN which can be used for the network slice instance selection in the HPLMN of the HR scenario. 
Hence for this case, the AMF needs to provide S-NSSAI of the Allowed NSSAI and corresponding value from the Configured NSSAI for the HPLMN if provided by UE to the NSSF. To make AMF logic simple, the AMF can send all S-NSSAIs from the UE to the NSSF.
Proposal 1: If AMF queries the NSSF during PDU Session Establishment procedure, the AMF provides S-NSSAI of the Allowed NSSAI and the S-NSSAI with the corresponding value from the Configured NSSAI for the HPLMN if provided by UE to the NSSF.
3. Updating NSSF Services described in the TS 23.502. Mapping of Requested NSSAI should be included in the input optionally.

4. Clarifying NF consumer (e.g. AMF) discover NSSF as described in the S2-180663.


	
	

	Summary of change:
	1. Replace the Silce Selection Request message with the service-based invocation as described in the TS 23.502.

2. Add the S-NSSAI from the Configured NSSAI for the HPLMN in the request sent from AMF to NSSF during PDU Session Establishment procedure 

3. Update NSSF Services described in the TS 23.502. Mapping of Requested NSSAI should be included in the input optionally.

4. Clarify NF consumer (e.g. AMF) discover NSSF as described in the S2-180663.

	
	

	Consequences if not approved:
	For 1: The P2P message is not suitable for NFs with service-based interface.
For 2 and 3: If AMF queries the NSSF during PDU Session Establishment procedure without the Configured S-NSSAI for HPLMN and the NSSAI mapping in network is not 1:1 unique, the NSSF can’t map the S-NSSAI of the Allowed NSSAI back to the Configured S-NSSAI for HPLMN, then the network slice selection in the HPLMN cannot be performed correctly.
For 4: How NF consumers discover NSSF is not clear.
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***** 1st Change *****
4.3.2.2.3
SMF selection

4.3.2.2.3.1
General

The SMF selection function, as described in TS 23.501 [2] clause 6.3.2, is supported by the AMF and is used to allocate an SMF that manages the PDU Session.
The SMF selection function described in this clause does not apply to the selection of a SMF for Emergency services.
Two main branches of deployment scenarios to consider:

-
Non-roaming and roaming with local breakout, see clause 4.3.2.2.3.2

-
Home routed roaming, see clause 4.3.2.2.3.3

In case of non-roaming and local breakout, there are two operational scenarios dependent on the configuration of AMF and the deployment option of NSSF in the serving PLMN.

In case of home-routed, there are two main options dependent on the operators' choices in terms of deployment of NRF, NSSF and configuration of AMF. The decision of which option to use is part of the roaming agreements.

NOTE:
The use of NSI ID and the use of multiple NRFs in the network are optional and depend on the deployment choices of the operator.
4.3.2.2.3.2
Non-roaming and roaming with local breakout
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Figure 4.3.2.2.3.2-1: SMF selection for non-roaming and roaming with local breakout scenarios

If network slicing is supported in the serving PLMN, when the serving AMF is aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance based on configuration or based on the Network Slice selection information received during Registration, only steps 3 and 4 in the following procedure proceed as described in Figure 4.3.2.2.3.2-1.

Otherwise, optionally, if network slicing is supported in the serving PLMN, when the serving AMF is not aware of the appropriate NRF to be used to select NFs/services within the corresponding Network Slice instance, all steps in the following procedure proceed as described in Figure 4.3.2.2.3.2-1.

If network slicing is not supported in the serving PLMN, the SMF selection function in the AMF shall query the appropriate configured NRF (as shown in steps 3 and 4 in Figure 4.3.2.2.3.2-1) to discover the SMF instance(s) unless SMF information (e.g. locally configured on AMF) is available by other means,. The NRF provides the IP address or the FQDN of candidate SMF instance(s) to the AMF.
1.
The AMF may perform NSSF discovery as described in the clause 6.3.10 of TS 23.501 [2]. The AMF then invokes the Nnssf_NSSelection_Get service operation from the NSSF in serving PLMN with the requested S-NSSAI from Allowed NSSAI and the S-NSSAI with the corresponding value from the Configured NSSAI for the HPLMN if provided by UE, PLMN ID of the SUPI, TAI of the UE and the indication that the request is within a procedure of PDU Session establishment in either the non-roaming or roaming with local breakout scenario.
2.
The NSSF in serving PLMN selects the Network Slice instance, determines and returns the appropriate NRF to be used to select NFs/services within the selected Network Slice instance, and optionally
 may return a NSI ID corresponding to the Network Slice instance.

3.
AMF queries the appropriate NRF in serving PLMN by issuing the Nnrf_NFDiscovery_Resquest including requested S-NSSAI from Allowed NSSAI, PLMN ID of the SUPI, DNN and possibly NSI ID in case the AMF has stored an NSI ID for the requested S-NSSAI.
4.
The NRF in serving PLMN provides to the AMF, e.g. FQDN or IP address, of a set of the discovered SMF instance(s) in Nnrf_NFDiscovery_Request Response message, and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for subsequent NRF queries.
4.3.2.2.3.3
Home routed roaming

The selection of the SMF in VPLMN is performed in the same way as for non-roaming and roaming with local breakout (see clause 4.3.2.2.3.2). When network slicing is supported, the selection of the SMF in HPLMN is performed by means of one of two main options.
NOTE 1:
The procedures described in this clause are not limited to SMF selection but can be used to discover and select any NF/NF service in the HPLMN part of a Network Slice instance.

In the first option, when NSSF is deployed in both the VPLMN and the HPLMN and based on SLA between the operators, the selection of the SMF in HPLMN is performed by means of the procedure depicted in Figure 4.3.2.2.3.3-1.



[image: image4.emf]   

AMF  

v NRF    

h NSSF    

h NRF  

5 .  Nnrf_NFDiscovery_Resquest    

8 .  Nnrf_NFDiscovery_ Response    

1 .  Nnssf_NSSelection_Get    

V PLMN   H PLMN  

vNSSF  

4 .   Nnssf_NSSelection_Get   R esponse  

2.  Nnssf_NSSelectio n_Get  

3.  Nnssf_NSSelection_Get   R esponse  

6. Nnrf_NFDiscovery_Request  

7. Nnrf_NFDiscovery_Response  


Figure 4.3.2.2.3.3-1: Option 1 for SMF selection for home-routed roaming scenarios

1.
Based on the operator's configuration, if the AMF is not aware of the appropriate NRF to be used to select NFs/services in the HPLMN, the AMF may perform NSSF discovery as described in the clause 6.3.10 of TS 23.501 [2]. The AMF then invokes the Nnssf_NSSelection_Get service operation from the NSSF in VPLMN with S-NSSAI from Allowed NSSAI and the S-NSSAI with the corresponding value from the Configured NSSAI for the HPLMN if provided by UE, PLMN ID of the SUPI, the TAI of the UE and the indication that the request is within a procedure of PDU Session establishment in the home-routed roaming scenario.
2.
If slicing configuration information for the S-NSSAI in the HPLMN is not available (e.g. the NSSF has no cached information), the NSSF of the VPLMN may perform NSSF discovery as described in the clause 6.3.10 of TS 23.501 [2] and invokes the Nnssf_NSSelection_Get service operation from NSSF of the HPLMN according to the PLMN ID of SUPI by including the S-NSSAI from the Configured NSSAI for the HPLMN.

3.
The NSSF in HPLMN may include the NSI ID, if needed, for the Network Slice instance in HPLMN selected for the corresponding S-NSSAI in the Nnssf_NSSelection_Get Response. The NSSF in HPLMN also includes the appropriate hNRF to be used to select NFs/services within HPLMN in the Nnssf_NSSelection_Get Response.

4.
The serving NSSF includes in the Nnssf_NSSelection_Get Response all the information that has been received from the NSSF in HPLMN when responding to the AMF.

5.
The AMF queries the target vNRF using the Nnrf_NFDiscovery_Request by including PLMN ID of the SUPI, S-NSSAI from the Configured NSSAI for the HPLMN, and possibly an HPLMN NSI ID in case the AMF has stored an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI from the Configured NSSAI for the HPLMN.

6.
The NRF in serving PLMN identifies NRF in HPLMN (hNRF) based on the information provided by the NSSF in the serving PLMN, and it invokes the Nnrf_NFDiscovery_Request service from hNRF according the procedure in Figure 4.17.4-1 to get the expected SMF instance(s) deployed in the HPLMN. As the vNRF in VPLMN triggers the "NF Discovery" on behalf of the AMF, the NRF in the VPLMN shall not replace the information of the NF, i.e. AMF ID, in the Nnrf_NFDiscovery_Request message it sends to the hNRF.
7-8. The hNRF provides to the AMF, via vNRF, the information e.g. FQDN or IP address, of a set of the SMF instance(s) in Nnrf_NFDiscovery_Response message and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for subsequent NRF queries.
When the NSSF is not deployed in HPLMN then the AMF in VPLMN relies on either the configuration to obtain the NRF in HPLMN or the option below

The other option for the selection of the SMF in HPLMN is performed by means of the procedure depicted in Figure 4.3.2.2.3.3-2.
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Figure 4.3.2.2.3.3-2: Option 2 for SMF selection for home-routed roaming scenarios

1.
Based on the operator's configuration, the AMF queries the vNRF with PLMN ID of the SUPI, PLMN ID of the serving PLMN, DNN, S-NSSAI from Allowed NSSAI and the S-NSSAI with the corresponding value from the Configured NSSAI for the HPLMN if provided by UE, NSI ID (if the AMF has stored an HPLMN NSI ID for the selected Network Slice instance corresponding to the S-NSSAI) and DNN..
2.
The vNRF queries, on behalf of the AMF in VPLMN, the hNRF identified by means of the PLMN ID of the SUPI. The NRF in VPLMN requests "NF Discovery" service from hNRF according the procedure in Figure 4.17.4-1 to get the expected SMF instance(s) deployed in the HPLMN. As the NRF in the serving PLMN triggers the "NF Discovery" on behalf of the AMF, the NRF in the VPLMN shall not replace the information of the NF, i.e. AMF ID, in the Nnrf_NFDiscovery_Request message it sends to the hNRF.


Depending on the available information and based on configuration, the hNRF may either execute step (3A), or (3B), or (3C).

3(A)
The hNRF provides to the AMF, via vNRF, the information e.g. FQDN or IP address, of a set of the discovered SMF instance(s) in Nnrf_NFDiscovery_Response message(steps 3a and 3b).
3(B)
The hNRF queries, on behalf of the AMF, an appropriate local NRF in HPLMN (e.g. a slice level NRF); this local NRF provides the IP address or the FQDN of expected SMF instance(s) (steps 3a and 3b) that the hNRF returns, via vNRF, to the AMF (steps 3c and 3d).
3(C)
The hNRF queries the NSSF in HPLMN that selects the HPLMN part of the Network Slice instance to serve the UE and determines the appropriate NRF in HPLMN to be used to select the SMF instance(s) within the selected HPLMN part of the Network Slice instance (steps 3a and 3b). Then the hNRF queries, on behalf of the AMF, the appropriate local NRF in HPLMN (e.g. a slice level NRF) indicated by the NSSF, optionally adding the NSI ID (if provided by the NSSF for the S-NSSAI); this local NRF provides the IP address or the FQDN of expected SMF instance(s) (steps 3c and 3d). Finally the hNRF returns to the AMF, via vNRF, the IP address or the FQDN of expected SMF instance(s) and, if provided, in addition, the NSI ID associated with the selected Network Slice instance corresponding to the S-NSSAI (steps 3e and 3f).
The procedure in Figure 4.3.2.2.3.3-2 is applicable regardless network slicing is supported or not in the involved PLMNs. In particular:

-
When network slicing is not supported in serving PLMN or in home PLMN or in both PLMNs the procedure comprising only steps (3A) and (3B) can be applicable by not including in the queries any slice information.

-
When network slicing is supported in both serving PLMN and home PLMN and the NSSF is deployed at least in home PLMN the full procedure can be applicable.

-
When network slicing is supported in both serving PLMN and home PLMN but the NSSF is not deployed in home PLMN the procedure comprising only steps (3A) and (3B) can be applicable.

-
When a single NRF is deployed in the home PLMN, the procedure comprising only step (3A) can be applicable.
NOTE 2:
Due to network topology hiding or network configuration, the Home NRF might provide information of the IP address or the FQDN of a proxy function of the discovered NF/NF service to the serving NRF.

The hNRF may cache for subsequent use the information received by the NSSF in the HPLMN, i.e. the appropriate NRF in HPLMN to be used to select NFs/NF services for each received S-NSSAI, NSI ID (if available)
***** 2nd Change *****
5.2.16.2
Nnssf_NSSelection service

5.2.16.2.1
Nnssf_NSSelection_Get service operation

Service operation name: Nnssf_NSSelection_Get
Description: This service operation enables Network Slice selection in both the Serving PLMN and HPLMN.
It may be invoked during Registration procedure or/and during PDU Session Establishment procedure. When invoked during Registration procedure it may possibly trigger AMF re-allocation. When invoked during PDU Session Establishment procedure it may be invoked in the VPLMN or in the HPLMN.
Inputs, Required: None.

Inputs, Conditional Required:

If this service operation is invoked during Registration procedure then the following inputs are required:

-
Requested NSSAI, Subscribed S-NSSAI(s) with the indication if marked as default S-NSSAI, PLMN ID of the SUPI, TAI, NF type of the NF service consumer, Requester ID.

Else, if this service operation is invoked during PDU Session Establishment procedure in the Serving PLMN then the following inputs are required:

-
S-NSSAI, non-roaming/LBO roaming/HR roaming indication, PLMN ID of the SUPI, TAI, NF type of the NF service consumer, Requester ID.

Else, if this service operation is invoked during PDU Session Establishment procedure in HPLMN in a HR roaming scenario then the following inputs are required:

-
S-NSSAI, PLMN ID of the serving PLMN, NF type of the NF service consumer, Requester ID.

Inputs, Optional:
If this service operation is invoked during Registration procedure then the following inputs are optional:

-
Mapping Of Requested NSSAI.
If this service operation is invoked during PDU Session Establishment procedure then the following inputs are optional:

-
S-NSSAI of the corresponding value from the Configured NSSAI for the HPLMN.
Outputs, Conditional Required:

If this service operation is invoked during Registration procedure then the following outputs are required:

-
Allowed NSSAI; Target AMF Set or, based on configuration, the list of candidate AMF(s).
Else, if this service operation is invoked during PDU Session Establishment procedure then the following outputs are required:
-
The NRF to be used to select NFs/services within the selected Network Slice instance.
Outputs, conditional Optional: If this service operation is invoked during UE Registration procedure then the following outputs are optional:

-
Mapping Of Allowed NSSAI, NSI ID(s) associated with the Network Slice instances of the Allowed NSSAI, NRF(s) to be used to select NFs/services within the selected Network Slice instance(s) and NRF to be used to determine the list of candidate AMF(s) from the AMF Set, information whether the S-NSSAI(s) not included in the Allowed NSSAI, which were part of the Requested NSSAI, are rejected in the PLMN or in the current Tracking Area.

Else, if this service operation is invoked during PDU Session Establishment procedure, then the following output is optional:
-
NSI ID associated with the S-NSSAI provided in the input.
***** End of Change *****
3GPP
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